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The information in this USER’S GUIDE has been carefully reviewed and is believed to be accurate. The 

vendor assumes no responsibility for any inaccuracies that may be contained in this document, makes 

no commitment to update or to keep current the information in this manual, or to notify any person 

organization of the updates. Please Note: For the most up-to-date version of this manual, please see our 

web site at www.supermicro.com. 

 

Super Micro Computer, Inc. (“Supermicro”) reserves the right to make changes to the product described 

in this manual at any time and without notice. This product, including software, if any, and 

documentation may not, in whole or in part, be copied, photocopied, reproduced, translated or reduced 

to any medium or machine without prior written consent. 

 

DISCLAIMER OF WARRANTY ON SOFTWARE AND MATERIALS. You expressly acknowledge and agree that 

use of the Software and Materials is at your sole risk. FURTHERMORE, SUPER MICRO COMPUTER INC. 

DOES NOT WARRANT OR MAKE ANY REPRESENTATIONS REGARDING THE USE OR THE RESULTS OF THE 

USE OF THE SOFTWARE OR MATERIALS IN TERMS OF THEIR CORRECTNESS, ACCURACY, RELIABILITY, OR 

OTHERWISE. NO ORAL OR WRITTEN INFORMATION OR ADVICE GIVEN BY SUPER MICRO COMPUTER INC. 

OR SUPER MICRO COMPUTER INC. AUTHORIZED REPRESENTATIVE SHALL CREATE A WARRANTY OR IN 

ANY WAY INCREASE THE SCOPE OF THIS WARRANTY. SHOULD THE SOFTWARE AND/OR MATERIALS 

PROVE DEFECTIVE, YOU (AND NOT SUPER MICRO COMPUTER INC. OR A SUPER MICRO COMPUTER INC. 

AUTHORIZED REPRESENTATIVE) ASSUME THE ENTIRE COST OF ALL NECESSARY SERVICE, REPAIR, OR 

CORRECTION.  

 

LIMITATION OF LIABILITY. UNDER NO CIRCUMSTANCES INCLUDING NEGLIGENCE, SHALL SUPER MICRO 

COMPUTER INC. BE LIABLE FOR ANY INCIDENTAL, SPECIAL, OR CONSEQUENTIAL DAMAGES THAT RESULT 

FROM THE USE OR INABILITY TO USE THE SOFTWARE OR MATERIALS, EVEN IF SUPER MICRO COMPUTER 

INC. OR A SUPER MICRO COMPUTER INC. AUTHORIZED REPRESENTATIVE HAS BEEN ADVISED OF THE 

POSSIBILITY OF SUCH DAMAGES. 

 

Any disputes arising between manufacturer and customer shall be governed by the laws of Santa Clara 

County in the State of California, USA. The State of California, County of Santa Clara shall be the 

exclusive venue for the resolution of any such disputes. Super Micro's total liability for all claims will not 

exceed the price paid for the hardware product. 
 

Manual Revision 1.8.0 
Release Date: 2020/11/27 
 
Unless you request and receive written permission from Super Micro Computer, Inc., you may not copy 
any part of this document. 
 
Information in this document is subject to change without notice. Other products and companies 
referred to herein are trademarks or registered trademarks of their respective companies or mark 
holders. 
 
Copyright ©  2020 by Super Micro Computer, Inc. 
All rights reserved. 
Printed in the United States of America 

http://www.supermicro.com/
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search. 
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10. Fixed the issue of wrong status in health check. 
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3. Fixed diagnostic summary issue. 

2015/11/23 1.2.0 
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1. Overview 
 

IPMIView (IPMI-Over-LAN) is a management software program based on the IPMI specification revision 

1.5 - 2.0. IPMIView sends IPMI messages to and from the BMC (Baseboard Management Controller) on a 

host system at a remote location. IPMI messages are encapsulated in RMCP (Remote Management 

Control Protocol) packets called “datagrams”. This method is also referred to as “IPMI-over-LAN”. 

According to the Distributed Management Task Force (DMTF) specification, RMCP is used for system 

management in a pre-OS or an OS-absent environment. RMCP is a simple request-response protocol 

that can be delivered using UDP (User Datagram Protocol) datagrams. IPMI-over-LAN uses version 1 of 

the RMCP protocol and packet format. An RMCP packet is transmitted via an IP (Internet Protocol) 

network, which allows system managers to manage their IPMI-enabled systems over the Internet. In a 

private LAN network, this is a basic feature. IPMI uses the same UDP port number (623 in decimal) as 

the ASF (Alert Standard Forum) protocol. If the managed system is protected by a firewall, UDP port 623 

must be opened. 

Now the Android app of this program has been developed to expand its use. With IPMIView for Android 

and a wireless connection, users can manage BMCs via their mobile devices with ease.  

In addition, this app also provides you with a console to remotely and directly monitor and control your 

Supermicro servers.  
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2. Installation 
 

2.1  Requirements  
Make sure your device meets these requirements before installation.  

• Android version 4.1.2 or higher 

• Supports device resolution: hdpi, tvdpi and xdpi 

• Supports English language 

• Supports IPv6 in Android version 5.1.1 or higher. 

Some devices partially support IPv6, below are the devices we tested that work well. 

o Nexus 7, Android 5.1.1 LMY47V 

o REDMI NOTE 3, Android 5.1.1 LMY47V 

o Nexus 5, Android 6.0.1 MOB30M 

2.2  List of Supported BMCs   
• ASPEED AST2600 BMC on-Board (e.g., X12DPU, X12DPi boards) 

• ASPEED AST2500 BMC on-Board (e.g., X11SPL-F, X11DPU, X11DGQ, and B11DPT) 

• ASPEED AST2400 BMC on-Board (e.g., X10, X11SSH-F, B10, and B1) 

• Renesas SH7757 BMC on-Board (e.g., X9 and B9) 

• Nuvoton WPCM450 BMC on-Board (e.g., X9) 

• Winbond WPCM450 BMC on-Board (e.g., X8) 

* KVM-over-LAN supports BMCs with ATEN solution in ASPEED AST2500 (e.g., X11 and B11), AST2400 

(e.g., X10, B10, and B1) and WPCM450 (e.g., X9) 

2.3  Installation 
To install IPMIView on your mobile device, follow these steps: 

1. Search for “IPMIView” in the Google Play store.  

2. Download and install the “IPMIView” application on your Android mobile device.  
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3. Grouping BMCs 
 

3.1  Basic Setup 
Before use, enter the username and password set up in your IPMIView at the control site.  

1. Tap the IPMIView app icon            on the screen page.  

2. Tap the Menu button on the device or the icon     in the action bar.  

3. Select Settings. This screen page appears.  

 

4. Tap Default Username and enter the username.  

5. Tap Default Password and enter the password.  

 

3.2 Creating a Group 
1. Tap the function tab GROUP, and tap the Menu button on the device or the icon      in the action bar. 

2. Select New Group, and enter a name for this group. 
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3.3  Searching for BMCs 
To search for BMCs, follow these steps:  

1. Tap the SEARCH tab, enter the desired IP range in the field or leave it blank for automatic seach, and 

then tap the icon       . 

2. Select the desired BMCs to be collected in the same group, tap the Menu button on the device or  

the icon     in the action bar, and select Move to group or select New Group.  

 

3. Assign the selected BMCs to the desired group.  

4. Tap the icon     in the action bar and select Clean search. 

5. The search covers network segments but the number of BMC devices is limited to 1024. 

6. BMCs shown in blue have not been not added to any groups yet, and those shown in black have 

already been added. To view the groups the desired  BMC belongs to, tap the icon      of the desired 

BMC.  
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3.4  Group Overview 
Tap the desired group for an overview of the BMCs in this group.    

 

  



      
 

IPMIView for Android User’s Guide 12 

 

3.5  Diagnosing a Group 
To view the status of each BMC in the group, follow these steps: 

1. Tap the GROUP tab, select the desired group, and then tap the icon          . 

2. A diagnostic report is generated.  The report includes the following information: Summary, Fans, 

Temperatures, Voltages, Sensors, Event Log and ACPI. Scroll each tab for details.  

Summary Fans Temperatures Voltages 

    

Sensors Event Log ACPI Report Exportion 

    

3. Click each sub item to enter the desired BMC function view. 

4. Tap the Menu button on the device or the icon      in the action bar, and select Export report to file. 

 

 

Note: BMCs and their event logs are displayed in Summary. The events are categorized as 

assertion or desertion types. Event timestamps date back to three days. 
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3.6  Manually Sorting the List  
To sort the BMCs on the group list, follow these steps: 

1. Tap the Menu button on the device or the icon      in the action bar, and select Manually Sort.   

2. Select the desired BMC to be moved around, and then drag and drop the icon      next to it.  

3. Tap the option Done in the upper right to save the change.   

 

3.7  Customizing the Sorting List 
To sort the BMCs on the group list in a customized manner, follow these steps: 

1. Tap the Menu button on the device or the icon      in the action bar, and select Customize Sort. 

2. Select one type (IP, Alias, ACPI, Watts, MB model, Firmware type, Firmware version) of sorting.  

3. Tap Ascending or Descending to finish. 

 

Note: IPv6 sorting isn’t supported. 
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3.8 Changing Names of IP Addresses  
To modify the name, RMCP+ port or IP address of a BMC, long press the desired BMC on the screen, 

enter the new information, and click Confirm.  

 

3.9 Adding a BMC to a Group 
To add a BMC to a group, input its IP (IPv4 or IPv6) address in textbox above and tap the icon      . 

 

3.10 Adding a BMC to Another Group 
To add a BMC to one or more groups, tap the Menu button on the device or the icon       in the action 

bar, and then select Copy to group.  

 

3.11 Deleting a BMC from a Group 
To delete a BMC from a group, tap the Menu button on the device or the icon       in the action bar, and 

then select Delete IPMI device.  

 

3.12 Filtering for Specific BMCs  
To locate specific BMCs, tap the icon   on the bottom, and then enter the keywords in the Filter 

device field.   

 

3.13 Copying Selected BMCs to Another Group 
To copy BMC(s) to another group, check the BMCs and tap the Menu button on the device or the icon         

in the action bar, and then select Copy to group. 

 

3.14 Moving Selected BMCs to Another Group 
To move BMC(s) to another group, click the checkboxes of the selected BMCs and tap the Menu button 

on the device or the icon         in the action bar, and then select Move to group. 
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3.15 Power Management for Specific BMCs  
To power control BMC(s), check the BMCs and tap the Menu button on the device or the icon         in the 

action bar, and then select Power Control. 
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4. Managing a BMC  
 

To view the details of a BMC, tap the desired group then tap the IP address of the desired BMC. This 

page screen appears.  

   

Scroll down to find more about the types of BMC functions listed. Tap any desired function to further 

manage the BMCs.  

• Health Check 

• Sensors 

• Event Log  

• IPMI Device 

• Power Supply  

• NVME 

• HDD 

• LAN Setting  

• FRU 

• Raw Command  

• User  

• KVM 

• Multi-Node 

• Preference 

• Summary 

 

 

Note: Depending on the login level, these BMC functions: LAN Setting, User, Power 

Supply, KVM, Multi-Node, Hard Disk Drive and NVMe - may be restricted or unavailable.  

To access all functions, logging in as an Administrator is thus recommended. 
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4.1 Health Check 
This option displays the health status of each sensor.  To set a date range for filtering status and SEL, tap 

the icon       in the action bar and select Health check date. 

Click the failed item, and check the details from sub items. 

              

Sensor status: 

• OK 

• Fail 

• Unknown 

• N/A 

• Fail(N/A): A BMC mistakes a sensor for being existent.   

Power Status: 

• ON 

• OFF 

• Unknown 

 

Note: You can tap the icon     in the action bar and select Refresh to retrieve the latest  

SEL and SDR. An SEL timestamp ranges from five hours prior to the current time. 
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4.2 Sensors 
This option displays the status of each sensor used to monitor system health. 

  

 

4.3 Event Log  
This function allows you to access the health and maintenance event log.  
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4.4 IPMI Device  
This option is used to display the information and functionality of the BMC firmware installed in the 

system.  

 

• Reset: Resets the server. 

• Power up: Turns on the server. 

• Power Down: Turns off the server. 

• Graceful Shutdown: Shuts down the server with software. 

• Power Cycle: Resets the server with software. 

• BMC Cold Reset: Cold Resets the BMC. 

• Fan Control: Sets the fan speed on the server. 

• Clear Chassis Intrusion: Clears the record of chassis intrusions. 

• Blinking on/off: Sets the server to blink on/off. 

• Web View: Opens a browser view of BMC management. 
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4.4 Power Supply 
This option is used to display the system’s power supply information.  

 

• PM Bus: Displays the PMBus information of the power supply.  

• PS FRU: Displays the FRU information of the power supply.   

• BBP (Battery Backup Power): Select Set the battery discharge setting to configure how a battery 

is discharged or View the current battery status for information on the battery in use.  
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4.5 HDD 
This option provides information on two types of disk drives in the system. Tap the PHYSICAL or 

LOGICAL tabs for details.  

 

 

Note: This option is only available when the accessed server has Supermicro storage add-

on card with LSISAS 2108, 2208 or 3108 installed. 

4.6 LAN Setting  
This option displays the network settings.  
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4.7 FRU 
This option provides information on FRUs, including the serial number, part number, and the components of 

the motherboard. 

    

 

4.8 Raw Command  
This option allows for executing raw IPMI commands.   
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4.9 User  
This option is used to access or edit the user information.  

  
 

• To add or modify the user information, tap the desired item.  

• To clear the user information, long press the desired item.   

 

Note: The user “ADMIN” cannot be deleted. 
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4.10 KVM 
This option allows you to perform console redirection via KVM (Keyboard/Video/Mouse) support. Note that 
Administrator permission is required.  

 

To control the cursor, use these multi-touch gestures:  

• Moving the mouse: Drag the screen and move. 

• Double-clicking the left mouse button: Double-tap the screen. 

• Clicking the left mouse button: Tap the screen once. 

• Clicking the right mouse button: Long press the screen. 

• Using the mouse wheel: Use two fingers to scroll up or down. 

• Using the mouse to draw a selection rectangle or drag a window: Double-tap the screen or the 

desired window and drag. 

 
For details on the use of a virtual keyboard, see 5. Using the KVM Keyboard. 
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4.11 Multi-Node 
This option displays the health status of multi-node systems. Tap the INFORMATION tab for detailed 

information. 

              

4.12 Preference 
This option allows you to specify the login ID and password of the desired BMC.  

 

If any information has been modified, tap the Menu button on the device or the icon      in the action bar, 

and then select Refresh to update.  

 

Note: BMC authentication priority is the specific BMC > group > global settings. 
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4.13 Summary 
Slide the screen from left to right to show the BMC summary. 

 

4.14 NVME 
This option displays the status of an NVME system. The SMART tab will need TAS installed to provide OS 

information. 
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5. Using the KVM Keyboard  
 

A virtual keyboard on the screen is provided when you access the KVM console. To call up the virtual 

keyboard, tap the icon          on the menu bar.  

 

5.1 Overview of Virtual Keyboard 
 

 

 

• The options [Ctrl], [Alt] and [Win] above on the virtual keyboard act as combination keys.  

• The key  is used to switch between caps and symbol keypads. 

• The keys [12#], [Fn] and [ABC] are combined into one key. Tap the key to switch between 

different keyboards for input options.  
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6. Backup and Restoration  
 

6.1 Backup  
To back up the IPMIView settings for Android, follow these steps: 

1. Tap the Menu button on the device or the icon      in the action bar, select Settings, and then select 

Backup.  

2. The data is stored in .smc format. Two storage options are provided: 

• E-Mail: The backup file is sent to the designated e-mail address.  

• External storage: The backup file is automatically saved in an SD card installed in the device.  

 

Note: For Gmail of Android 6.0, go to Settings, select App, select Gmail, select 

Permissions, and enable Storage. 

 

6.2 Restoration  
To restore the previous settings with the backup file, follow these steps: 

1. Tap the Menu button on the device or the icon      in the action bar, select Settings, and then select 

Restore. 

2. The SD card page screen appears. Scroll down to locate and open the Supermicro folder.  

3. Tap the backup data file to start restoration. 
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7. Security Lock Screen  
 

7.1 Enabling/Disabling Screen Lock   
If you want your application to be secure, follow these steps:  

1.  Tap the Menu button on the device or the icon      in the action bar, select Settings, and then 

select Screen Lock. 

2. Enter a password, and click Continue to finish the setup.   

  

3. If you want to disable the function, follow the steps above.  
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Contacting Supermicro 
Headquarters 

Address:  Super Micro Computer, Inc. 
980 Rock Ave. 
San Jose, CA 95131 U.S.A. 

Tel:   +1 (408) 503-8000 
Fax:   +1 (408) 503-8008 
Email:   marketing@supermicro.com (General Information) 

support@supermicro.com (Technical Support) 
Web Site:  www.supermicro.com 
 
Europe 
Address:  Super Micro Computer B.V. 

Het Sterrenbeeld 28, 5215 ML 
's-Hertogenbosch, The Netherlands 

Tel:   +31 (0) 73-6400390 
Fax:   +31 (0) 73-6416525 
Email:   sales@supermicro.nl (General Information) 

support@supermicro.nl (Technical Support) 
rma@supermicro.nl (Customer Support) 

 
Asia-Pacific 
Address:  Super Micro Computer, Inc. 

3F, No. 150, Jian 1st Rd. 
Zhonghe Dist., New Taipei City 235 
Taiwan (R.O.C) 

Tel:   +886-(2) 8226-3990 
Fax:   +886-(2) 8226-3992 
Web Site:  www.supermicro.com.tw 
Technical Support: 
Email:   support@supermicro.com.tw 
Tel:   +886-(2)-8226-3990  
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